Discussion 1.

Cyber Terrorism is nothing more than a set of new tactics to accomplish the same ends. The goals are still to get attention, do economic damage, disrupt daily routines and get revenge for real or imagined slights. What possible measures would you take to stop cyber terrorism? In your answer, anticipate any opposition to the solutions you propose and explain what they might be. (500 words or less)

Discussion 2.

Based on the four assumptions of Deterrence Theory, from your text, would digital criminals be more or less inclined to commit a digital crime? Why or why not? Are there any exceptions?  (500 words or less)

**Written Assignment: Cybercrime**

**Context:** Viruses shutting down the Internet, affiliated financial crime, Steganography, terrorist activity, identity theft, and spamming are just a few of the plethora of criminal activities that pervade the Internet today. The Internet has even been used by Russia to shut down the country of Estonia. It is important that students understand the behaviors of people who commit computer crime.

**Task Description:** Do Internet research on a cybercrime. It may be a denial of service, malicious code, Trojan horse, bullying or any other type of cybercrime. Based on the information given in Chapter 3 of your text, The Criminology of Computer Crime, and two other outside sources analyze the behavior of the person who committed the cybercrime you chose by deciding whether his or her behavior could be classified as Choice Theory, Social Structure Theory, Psychological Theory, et cetera, or a combination of them and write a 5 pages paper in APA style (not counting the title and reference pages) on your classification. Be sure and explain why you believe it fell into the category of behavior that you chose.

Chapter 3 in Taylor, Fritsch, Liederbach and Holt
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