student 1 :I’ve witnessed quite a few misuses of technology in the workplace on personal mobile phones and company’s computers. The use of technology through communication has grown dramatically in recent years. It has been appropriate in use for gathering statistical data of customers on levels of demographical reasons and how they may shop. I’ve seen personally the misuse of technology inappropriately mainly through employees using company’s computer looking at YouTube videos, pornographic sites, and Facebook. The way I would manage this is by conducting a training on the misuse of internet at a workplace by having in the company’s policy handbook and have test on the misuse of computers through company’s training by human resource representatives. Also, I would have the use of monitoring internet use and have supervisors reinforce the insurance of company’s policy of the misuse of the internet. The policies I would implement would be to clearly define company policy on what is and what is not acceptable regarding the use of the internet, emails, smart phones, tablets, and social media in the workplace. I would have the policy specifically state, “Computer , Internet access, and work emails are all company property, and the company reserves the right to monitor use and access.

Student 2:At my current place of employment, we are a global FinTech company. Security is our primary focus. We have to be cautious and up to date on the latest technology to avoid unethical hacking, however we also have to use open source code sites and YouTube for researching technical techniques. In a highly digital innovation group of software engineers, it's quite difficult to know what site is 'safe' and which ones aren't. We've currently 'opened' up our internet browsers, however we have monitoring of sites and of course a lot are black listed for suspicious certificates and such. There is a fine line between ensuring that you're team members have what they need and remaining compliant and safe in a world that is increasingly more complex as we continue to grow technologically. 
We also use social media  to announce events for our company, which is able to be viewed  on devices to include laptops, PC's, tablets, and mobile phones. We have ares that use specific instant messaging applications on their mobile phones to communicate work related issues that need immediate attention. As we continue to develop and utilize communication applications, we reduce down time and increase productivity regardless of geographic location.  
When you add in the Office 365 application and having the ability to view and edit important documents from your phone, it's only a matter of time before most communications are electronic. I currently use Skype, Yammer, and Outlook on my phone and utilize a software called WebEx to host calls with my Indian counterparts across the world. 
Although there are many freedoms when it comes to social media and forms of communication, the underlying concern will always be security to ensure that data is not compromised. 

Student 3: Instant messaging, texting, and social media can work in business. Where I am currently stationed, I am not allowed to have my phone in the building at all. Because of that, texting and being on our personal phones is not an issue. However, when it comes to work related correspondence outside of the office, we do have a group text. It works because it's a way to inform the entire office at once about what may be going on the next day. Instant messaging is simply that. An instant message. Instant messaging is somewhat like an email, just faster. 
Although they all can be an effective way to communicate, I do still believe there should be rules and regulations in place to govern the usage of them. It's not professional to be in the office on your personal phone. I've witnessed a co worker in the past talking about their personal business in the middle of the office. Not only is it embarrassing, it's unprofessional. 
[bookmark: _GoBack]I would implement a policy that would allow personal phone calls on cell phones only in emergency situations only. I would also ensure everyone is aware that anything done on the computer can and will be tracked by the IT department. 

